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ABSTRACT
Wireless communication systems are inherently vulnerable to adver-
sarial attacks since malevolent jammers might jam and disrupt the
legitimate transmission intentionally. Accordingly it is of crucial in-
terest for the legitimate users to detect such adversarial attacks. This
paper develops a detection framework based on Turing machines and
studies the detectability of adversarial attacks. Of particular interest
are so-called denial-of-service attacks in which the jammer is able to
completely prevent any transmission. It is shown that there exists no
Turing machine which can detect such an attack and consequently
there is no algorithm that can decide whether or not such a denial-
of-service attack takes place, even if there are no limitations on com-
putational complexity and computing capacity of the hardware.

Index Terms— Communication system, adversarial attack, Tur-
ing computability, Entscheidungsproblem

1. INTRODUCTION

Digitalization has been identified as a disruptive technology to
change everyone’s lives. Information processing including transmis-
sion and storing of information and data is one of the key enablers
and accordingly, there is the need to study information processing
from a fundamental point of view. This includes privacy of the users,
guaranteed secrecy requirements on the data, security against adver-
sarial attacks, efficiency of communication systems to ensure that
scarce resources are not wasted, and many other issues. Such re-
quirements for example will be imposed by the Tactile Internet [1].
For the latter, there are currently standardization efforts [2] as this
is expected to be a key enabler for future systems beyond the fifth
generation (5G) mobile networks, particularly 6G.

Reliable communication between legitimate users is the indis-
pensable basis for information processing. And particularly wireless
communication systems are inherently vulnerable to adversarial at-
tacks since malevolent jammers might jam and harm the legitimate
communication intentionally. Communication under adversarial at-
tacks has been studied under various aspects, cf. the overview papers
[3] and [4]. This paper considers the simplest communication sce-
nario in which adversarial attacks can happen. It consists of one
transmitter Alice, one receiver Bob, and one Jammer. The aim of
Alice is to transmit a message reliably to Bob, while the intention of
the Jammer is to disrupt this transmission as much as possible. In the
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<latexit sha1_base64="uWtFOkyCpUyS6SpY3jSjwjHun3g=">AAAB73icbZDLSgMxFIZPvNZ6q7p0E1qEClJmRNBlwY3LCvYC7VAyaaYNzWTGJCMOY1/CjQtF3Po67nwb03YW2vpD4OM/55Bzfj8WXBvH+UYrq2vrG5uFreL2zu7efungsKWjRFHWpJGIVMcnmgkuWdNwI1gnVoyEvmBtf3w9rbcfmNI8kncmjZkXkqHkAafEWKvTrqZPj2f6tF+qODVnJrwMbg4VyNXol756g4gmIZOGCqJ113Vi42VEGU4FmxR7iWYxoWMyZF2LkoRMe9ls3wk+sc4AB5GyTxo8c39PZCTUOg192xkSM9KLtan5X62bmODKy7iME8MknX8UJAKbCE+PxwOuGDUitUCo4nZXTEdEEWpsREUbgrt48jK0zmuu5duLSr2cx1GAYyhDFVy4hDrcQAOaQEHAM7zCG7pHL+gdfcxbV1A+cwR/hD5/AEwNj14=</latexit><latexit sha1_base64="uWtFOkyCpUyS6SpY3jSjwjHun3g=">AAAB73icbZDLSgMxFIZPvNZ6q7p0E1qEClJmRNBlwY3LCvYC7VAyaaYNzWTGJCMOY1/CjQtF3Po67nwb03YW2vpD4OM/55Bzfj8WXBvH+UYrq2vrG5uFreL2zu7efungsKWjRFHWpJGIVMcnmgkuWdNwI1gnVoyEvmBtf3w9rbcfmNI8kncmjZkXkqHkAafEWKvTrqZPj2f6tF+qODVnJrwMbg4VyNXol756g4gmIZOGCqJ113Vi42VEGU4FmxR7iWYxoWMyZF2LkoRMe9ls3wk+sc4AB5GyTxo8c39PZCTUOg192xkSM9KLtan5X62bmODKy7iME8MknX8UJAKbCE+PxwOuGDUitUCo4nZXTEdEEWpsREUbgrt48jK0zmuu5duLSr2cx1GAYyhDFVy4hDrcQAOaQEHAM7zCG7pHL+gdfcxbV1A+cwR/hD5/AEwNj14=</latexit><latexit sha1_base64="uWtFOkyCpUyS6SpY3jSjwjHun3g=">AAAB73icbZDLSgMxFIZPvNZ6q7p0E1qEClJmRNBlwY3LCvYC7VAyaaYNzWTGJCMOY1/CjQtF3Po67nwb03YW2vpD4OM/55Bzfj8WXBvH+UYrq2vrG5uFreL2zu7efungsKWjRFHWpJGIVMcnmgkuWdNwI1gnVoyEvmBtf3w9rbcfmNI8kncmjZkXkqHkAafEWKvTrqZPj2f6tF+qODVnJrwMbg4VyNXol756g4gmIZOGCqJ113Vi42VEGU4FmxR7iWYxoWMyZF2LkoRMe9ls3wk+sc4AB5GyTxo8c39PZCTUOg192xkSM9KLtan5X62bmODKy7iME8MknX8UJAKbCE+PxwOuGDUitUCo4nZXTEdEEWpsREUbgrt48jK0zmuu5duLSr2cx1GAYyhDFVy4hDrcQAOaQEHAM7zCG7pHL+gdfcxbV1A+cwR/hD5/AEwNj14=</latexit><latexit sha1_base64="uWtFOkyCpUyS6SpY3jSjwjHun3g=">AAAB73icbZDLSgMxFIZPvNZ6q7p0E1qEClJmRNBlwY3LCvYC7VAyaaYNzWTGJCMOY1/CjQtF3Po67nwb03YW2vpD4OM/55Bzfj8WXBvH+UYrq2vrG5uFreL2zu7efungsKWjRFHWpJGIVMcnmgkuWdNwI1gnVoyEvmBtf3w9rbcfmNI8kncmjZkXkqHkAafEWKvTrqZPj2f6tF+qODVnJrwMbg4VyNXol756g4gmIZOGCqJ113Vi42VEGU4FmxR7iWYxoWMyZF2LkoRMe9ls3wk+sc4AB5GyTxo8c39PZCTUOg192xkSM9KLtan5X62bmODKy7iME8MknX8UJAKbCE+PxwOuGDUitUCo4nZXTEdEEWpsREUbgrt48jK0zmuu5duLSr2cx1GAYyhDFVy4hDrcQAOaQEHAM7zCG7pHL+gdfcxbV1A+cwR/hD5/AEwNj14=</latexit>

Alice
<latexit sha1_base64="PWf99zPbVwzSEIaSIeSeQfeFkLM=">AAAB83icbZBNS8NAEIY3ftb6VfXoZWkRPJVEBD1WvHisYD+gCWWznbRLN5uwOxFL6N/w4kERr/4Zb/4bt20O2vrCwsM7M8zsG6ZSGHTdb2dtfWNza7u0U97d2z84rBwdt02SaQ4tnshEd0NmQAoFLRQooZtqYHEooROOb2f1ziNoIxL1gJMUgpgNlYgEZ2gt30d4wvxGCg7TfqXm1t256Cp4BdRIoWa/8uUPEp7FoJBLZkzPc1MMcqZRcAnTsp8ZSBkfsyH0LCoWgwny+c1TemadAY0SbZ9COnd/T+QsNmYSh7YzZjgyy7WZ+V+tl2F0HeRCpRmC4otFUSYpJnQWAB0IDRzlxALjWthbKR8xzTjamMo2BG/5y6vQvqh7lu8va41qEUeJnJIqOSceuSINckeapEU4SckzeSVvTua8OO/Ox6J1zSlmTsgfOZ8/XwqRyQ==</latexit><latexit sha1_base64="PWf99zPbVwzSEIaSIeSeQfeFkLM=">AAAB83icbZBNS8NAEIY3ftb6VfXoZWkRPJVEBD1WvHisYD+gCWWznbRLN5uwOxFL6N/w4kERr/4Zb/4bt20O2vrCwsM7M8zsG6ZSGHTdb2dtfWNza7u0U97d2z84rBwdt02SaQ4tnshEd0NmQAoFLRQooZtqYHEooROOb2f1ziNoIxL1gJMUgpgNlYgEZ2gt30d4wvxGCg7TfqXm1t256Cp4BdRIoWa/8uUPEp7FoJBLZkzPc1MMcqZRcAnTsp8ZSBkfsyH0LCoWgwny+c1TemadAY0SbZ9COnd/T+QsNmYSh7YzZjgyy7WZ+V+tl2F0HeRCpRmC4otFUSYpJnQWAB0IDRzlxALjWthbKR8xzTjamMo2BG/5y6vQvqh7lu8va41qEUeJnJIqOSceuSINckeapEU4SckzeSVvTua8OO/Ox6J1zSlmTsgfOZ8/XwqRyQ==</latexit><latexit sha1_base64="PWf99zPbVwzSEIaSIeSeQfeFkLM=">AAAB83icbZBNS8NAEIY3ftb6VfXoZWkRPJVEBD1WvHisYD+gCWWznbRLN5uwOxFL6N/w4kERr/4Zb/4bt20O2vrCwsM7M8zsG6ZSGHTdb2dtfWNza7u0U97d2z84rBwdt02SaQ4tnshEd0NmQAoFLRQooZtqYHEooROOb2f1ziNoIxL1gJMUgpgNlYgEZ2gt30d4wvxGCg7TfqXm1t256Cp4BdRIoWa/8uUPEp7FoJBLZkzPc1MMcqZRcAnTsp8ZSBkfsyH0LCoWgwny+c1TemadAY0SbZ9COnd/T+QsNmYSh7YzZjgyy7WZ+V+tl2F0HeRCpRmC4otFUSYpJnQWAB0IDRzlxALjWthbKR8xzTjamMo2BG/5y6vQvqh7lu8va41qEUeJnJIqOSceuSINckeapEU4SckzeSVvTua8OO/Ox6J1zSlmTsgfOZ8/XwqRyQ==</latexit><latexit sha1_base64="PWf99zPbVwzSEIaSIeSeQfeFkLM=">AAAB83icbZBNS8NAEIY3ftb6VfXoZWkRPJVEBD1WvHisYD+gCWWznbRLN5uwOxFL6N/w4kERr/4Zb/4bt20O2vrCwsM7M8zsG6ZSGHTdb2dtfWNza7u0U97d2z84rBwdt02SaQ4tnshEd0NmQAoFLRQooZtqYHEooROOb2f1ziNoIxL1gJMUgpgNlYgEZ2gt30d4wvxGCg7TfqXm1t256Cp4BdRIoWa/8uUPEp7FoJBLZkzPc1MMcqZRcAnTsp8ZSBkfsyH0LCoWgwny+c1TemadAY0SbZ9COnd/T+QsNmYSh7YzZjgyy7WZ+V+tl2F0HeRCpRmC4otFUSYpJnQWAB0IDRzlxALjWthbKR8xzTjamMo2BG/5y6vQvqh7lu8va41qEUeJnJIqOSceuSINckeapEU4SckzeSVvTua8OO/Ox6J1zSlmTsgfOZ8/XwqRyQ==</latexit>

Jammer
<latexit sha1_base64="1VQUyAGBf7xvHwgnJlGzyjtJwvY=">AAAB9HicbZBNS8NAEIY3ftb6VfXoZWkRPJVEBD0WvIinCvYD2lA220m7dDeJu5NiCf0dXjwo4tUf481/47bNQVtfWHh4Z4aZfYNECoOu++2srW9sbm0Xdoq7e/sHh6Wj46aJU82hwWMZ63bADEgRQQMFSmgnGpgKJLSC0c2s3hqDNiKOHnCSgK/YIBKh4Ayt5XcRnjC7Y0qBnvZKFbfqzkVXwcuhQnLVe6Wvbj/mqYIIuWTGdDw3QT9jGgWXMC12UwMJ4yM2gI7FiCkwfjY/ekrPrNOnYazti5DO3d8TGVPGTFRgOxXDoVmuzcz/ap0Uw2s/E1GSIkR8sShMJcWYzhKgfaGBo5xYYFwLeyvlQ6YZR5tT0YbgLX95FZoXVc/y/WWlVs7jKJBTUibnxCNXpEZuSZ00CCeP5Jm8kjdn7Lw4787HonXNyWdOyB85nz9IJJJR</latexit><latexit sha1_base64="1VQUyAGBf7xvHwgnJlGzyjtJwvY=">AAAB9HicbZBNS8NAEIY3ftb6VfXoZWkRPJVEBD0WvIinCvYD2lA220m7dDeJu5NiCf0dXjwo4tUf481/47bNQVtfWHh4Z4aZfYNECoOu++2srW9sbm0Xdoq7e/sHh6Wj46aJU82hwWMZ63bADEgRQQMFSmgnGpgKJLSC0c2s3hqDNiKOHnCSgK/YIBKh4Ayt5XcRnjC7Y0qBnvZKFbfqzkVXwcuhQnLVe6Wvbj/mqYIIuWTGdDw3QT9jGgWXMC12UwMJ4yM2gI7FiCkwfjY/ekrPrNOnYazti5DO3d8TGVPGTFRgOxXDoVmuzcz/ap0Uw2s/E1GSIkR8sShMJcWYzhKgfaGBo5xYYFwLeyvlQ6YZR5tT0YbgLX95FZoXVc/y/WWlVs7jKJBTUibnxCNXpEZuSZ00CCeP5Jm8kjdn7Lw4787HonXNyWdOyB85nz9IJJJR</latexit><latexit sha1_base64="1VQUyAGBf7xvHwgnJlGzyjtJwvY=">AAAB9HicbZBNS8NAEIY3ftb6VfXoZWkRPJVEBD0WvIinCvYD2lA220m7dDeJu5NiCf0dXjwo4tUf481/47bNQVtfWHh4Z4aZfYNECoOu++2srW9sbm0Xdoq7e/sHh6Wj46aJU82hwWMZ63bADEgRQQMFSmgnGpgKJLSC0c2s3hqDNiKOHnCSgK/YIBKh4Ayt5XcRnjC7Y0qBnvZKFbfqzkVXwcuhQnLVe6Wvbj/mqYIIuWTGdDw3QT9jGgWXMC12UwMJ4yM2gI7FiCkwfjY/ekrPrNOnYazti5DO3d8TGVPGTFRgOxXDoVmuzcz/ap0Uw2s/E1GSIkR8sShMJcWYzhKgfaGBo5xYYFwLeyvlQ6YZR5tT0YbgLX95FZoXVc/y/WWlVs7jKJBTUibnxCNXpEZuSZ00CCeP5Jm8kjdn7Lw4787HonXNyWdOyB85nz9IJJJR</latexit><latexit sha1_base64="1VQUyAGBf7xvHwgnJlGzyjtJwvY=">AAAB9HicbZBNS8NAEIY3ftb6VfXoZWkRPJVEBD0WvIinCvYD2lA220m7dDeJu5NiCf0dXjwo4tUf481/47bNQVtfWHh4Z4aZfYNECoOu++2srW9sbm0Xdoq7e/sHh6Wj46aJU82hwWMZ63bADEgRQQMFSmgnGpgKJLSC0c2s3hqDNiKOHnCSgK/YIBKh4Ayt5XcRnjC7Y0qBnvZKFbfqzkVXwcuhQnLVe6Wvbj/mqYIIuWTGdDw3QT9jGgWXMC12UwMJ4yM2gI7FiCkwfjY/ekrPrNOnYazti5DO3d8TGVPGTFRgOxXDoVmuzcz/ap0Uw2s/E1GSIkR8sShMJcWYzhKgfaGBo5xYYFwLeyvlQ6YZR5tT0YbgLX95FZoXVc/y/WWlVs7jKJBTUibnxCNXpEZuSZ00CCeP5Jm8kjdn7Lw4787HonXNyWdOyB85nz9IJJJR</latexit>

Bob
<latexit sha1_base64="iifYz7JA7aKFwvds7XBnGS/aw+o=">AAAB8XicbZBNS8NAEIYn9avWr6pHL6FF8FQSEfRY9OKxgv3ANpTNdtMu3eyG3YlYQv+FFw+KePXfePPfuG1z0NYXFh7emWFn3jAR3KDnfTuFtfWNza3idmlnd2//oHx41DIq1ZQ1qRJKd0JimOCSNZGjYJ1EMxKHgrXD8c2s3n5k2nAl73GSsCAmQ8kjTgla66GH7AmzaxVO++WqV/PmclfBz6EKuRr98ldvoGgaM4lUEGO6vpdgkBGNnAo2LfVSwxJCx2TIuhYliZkJsvnGU/fUOgM3Uto+ie7c/T2RkdiYSRzazpjgyCzXZuZ/tW6K0VWQcZmkyCRdfBSlwkXlzs53B1wzimJigVDN7a4uHRFNKNqQSjYEf/nkVWid13zLdxfVeiWPowgnUIEz8OES6nALDWgCBQnP8ApvjnFenHfnY9FacPKZY/gj5/MH2MWQ6g==</latexit><latexit sha1_base64="iifYz7JA7aKFwvds7XBnGS/aw+o=">AAAB8XicbZBNS8NAEIYn9avWr6pHL6FF8FQSEfRY9OKxgv3ANpTNdtMu3eyG3YlYQv+FFw+KePXfePPfuG1z0NYXFh7emWFn3jAR3KDnfTuFtfWNza3idmlnd2//oHx41DIq1ZQ1qRJKd0JimOCSNZGjYJ1EMxKHgrXD8c2s3n5k2nAl73GSsCAmQ8kjTgla66GH7AmzaxVO++WqV/PmclfBz6EKuRr98ldvoGgaM4lUEGO6vpdgkBGNnAo2LfVSwxJCx2TIuhYliZkJsvnGU/fUOgM3Uto+ie7c/T2RkdiYSRzazpjgyCzXZuZ/tW6K0VWQcZmkyCRdfBSlwkXlzs53B1wzimJigVDN7a4uHRFNKNqQSjYEf/nkVWid13zLdxfVeiWPowgnUIEz8OES6nALDWgCBQnP8ApvjnFenHfnY9FacPKZY/gj5/MH2MWQ6g==</latexit><latexit sha1_base64="iifYz7JA7aKFwvds7XBnGS/aw+o=">AAAB8XicbZBNS8NAEIYn9avWr6pHL6FF8FQSEfRY9OKxgv3ANpTNdtMu3eyG3YlYQv+FFw+KePXfePPfuG1z0NYXFh7emWFn3jAR3KDnfTuFtfWNza3idmlnd2//oHx41DIq1ZQ1qRJKd0JimOCSNZGjYJ1EMxKHgrXD8c2s3n5k2nAl73GSsCAmQ8kjTgla66GH7AmzaxVO++WqV/PmclfBz6EKuRr98ldvoGgaM4lUEGO6vpdgkBGNnAo2LfVSwxJCx2TIuhYliZkJsvnGU/fUOgM3Uto+ie7c/T2RkdiYSRzazpjgyCzXZuZ/tW6K0VWQcZmkyCRdfBSlwkXlzs53B1wzimJigVDN7a4uHRFNKNqQSjYEf/nkVWid13zLdxfVeiWPowgnUIEz8OES6nALDWgCBQnP8ApvjnFenHfnY9FacPKZY/gj5/MH2MWQ6g==</latexit><latexit sha1_base64="iifYz7JA7aKFwvds7XBnGS/aw+o=">AAAB8XicbZBNS8NAEIYn9avWr6pHL6FF8FQSEfRY9OKxgv3ANpTNdtMu3eyG3YlYQv+FFw+KePXfePPfuG1z0NYXFh7emWFn3jAR3KDnfTuFtfWNza3idmlnd2//oHx41DIq1ZQ1qRJKd0JimOCSNZGjYJ1EMxKHgrXD8c2s3n5k2nAl73GSsCAmQ8kjTgla66GH7AmzaxVO++WqV/PmclfBz6EKuRr98ldvoGgaM4lUEGO6vpdgkBGNnAo2LfVSwxJCx2TIuhYliZkJsvnGU/fUOgM3Uto+ie7c/T2RkdiYSRzazpjgyCzXZuZ/tW6K0VWQcZmkyCRdfBSlwkXlzs53B1wzimJigVDN7a4uHRFNKNqQSjYEf/nkVWid13zLdxfVeiWPowgnUIEz8OES6nALDWgCBQnP8ApvjnFenHfnY9FacPKZY/gj5/MH2MWQ6g==</latexit>

Sn
<latexit sha1_base64="9srKqQTQ5mxT47rZr+f63etgjHo=">AAAB6nicbZBNS8NAEIYn9avWr6pHL0uL4KkkIuix4MVjpfYD2lg220m7dLMJuxuhhP4ELx4U8eov8ua/cdvmoK0vLDy8M8POvEEiuDau++0UNja3tneKu6W9/YPDo/LxSVvHqWLYYrGIVTegGgWX2DLcCOwmCmkUCOwEk9t5vfOESvNYPphpgn5ER5KHnFFjrWbzUQ7KVbfmLkTWwcuhCrkag/JXfxizNEJpmKBa9zw3MX5GleFM4KzUTzUmlE3oCHsWJY1Q+9li1Rk5t86QhLGyTxqycH9PZDTSehoFtjOiZqxXa3Pzv1ovNeGNn3GZpAYlW34UpoKYmMzvJkOukBkxtUCZ4nZXwsZUUWZsOiUbgrd68jq0L2ue5furar2Sx1GEM6jABXhwDXW4gwa0gMEInuEV3hzhvDjvzseyteDkM6fwR87nDySjjZc=</latexit><latexit sha1_base64="9srKqQTQ5mxT47rZr+f63etgjHo=">AAAB6nicbZBNS8NAEIYn9avWr6pHL0uL4KkkIuix4MVjpfYD2lg220m7dLMJuxuhhP4ELx4U8eov8ua/cdvmoK0vLDy8M8POvEEiuDau++0UNja3tneKu6W9/YPDo/LxSVvHqWLYYrGIVTegGgWX2DLcCOwmCmkUCOwEk9t5vfOESvNYPphpgn5ER5KHnFFjrWbzUQ7KVbfmLkTWwcuhCrkag/JXfxizNEJpmKBa9zw3MX5GleFM4KzUTzUmlE3oCHsWJY1Q+9li1Rk5t86QhLGyTxqycH9PZDTSehoFtjOiZqxXa3Pzv1ovNeGNn3GZpAYlW34UpoKYmMzvJkOukBkxtUCZ4nZXwsZUUWZsOiUbgrd68jq0L2ue5furar2Sx1GEM6jABXhwDXW4gwa0gMEInuEV3hzhvDjvzseyteDkM6fwR87nDySjjZc=</latexit><latexit sha1_base64="9srKqQTQ5mxT47rZr+f63etgjHo=">AAAB6nicbZBNS8NAEIYn9avWr6pHL0uL4KkkIuix4MVjpfYD2lg220m7dLMJuxuhhP4ELx4U8eov8ua/cdvmoK0vLDy8M8POvEEiuDau++0UNja3tneKu6W9/YPDo/LxSVvHqWLYYrGIVTegGgWX2DLcCOwmCmkUCOwEk9t5vfOESvNYPphpgn5ER5KHnFFjrWbzUQ7KVbfmLkTWwcuhCrkag/JXfxizNEJpmKBa9zw3MX5GleFM4KzUTzUmlE3oCHsWJY1Q+9li1Rk5t86QhLGyTxqycH9PZDTSehoFtjOiZqxXa3Pzv1ovNeGNn3GZpAYlW34UpoKYmMzvJkOukBkxtUCZ4nZXwsZUUWZsOiUbgrd68jq0L2ue5furar2Sx1GEM6jABXhwDXW4gwa0gMEInuEV3hzhvDjvzseyteDkM6fwR87nDySjjZc=</latexit><latexit sha1_base64="9srKqQTQ5mxT47rZr+f63etgjHo=">AAAB6nicbZBNS8NAEIYn9avWr6pHL0uL4KkkIuix4MVjpfYD2lg220m7dLMJuxuhhP4ELx4U8eov8ua/cdvmoK0vLDy8M8POvEEiuDau++0UNja3tneKu6W9/YPDo/LxSVvHqWLYYrGIVTegGgWX2DLcCOwmCmkUCOwEk9t5vfOESvNYPphpgn5ER5KHnFFjrWbzUQ7KVbfmLkTWwcuhCrkag/JXfxizNEJpmKBa9zw3MX5GleFM4KzUTzUmlE3oCHsWJY1Q+9li1Rk5t86QhLGyTxqycH9PZDTSehoFtjOiZqxXa3Pzv1ovNeGNn3GZpAYlW34UpoKYmMzvJkOukBkxtUCZ4nZXwsZUUWZsOiUbgrd68jq0L2ue5furar2Sx1GEM6jABXhwDXW4gwa0gMEInuEV3hzhvDjvzseyteDkM6fwR87nDySjjZc=</latexit>

Fig. 1. Communication system with a Jammer, who tries to disrupt
the communication by transmitting an own jamming sequence sn.

worst case, the Jammer is able to perform a denial-of-service attack
which means that no communication is possible at all.

Accordingly, it is of utmost importance for the legitimate users
to detect such adversarial attacks, in particular denial-of-service at-
tacks. However, to date, it is not clear how to effectively decide
whether or not such adversarial attacks take place. This has drawn
surprisingly little attention and to address this issue, we use the con-
cept of a Turing machine [5–7]. This is a mathematical model of
an abstract machine that manipulates symbols on a strip of tape ac-
cording to certain given rules. It can simulate any given algorithm
and therewith provides a simple but very powerful model of compu-
tation. Turing machines have no limitations on computational com-
plexity, unlimited computing capacity and storage, and execute pro-
grams completely error-free. They are further equivalent to the von
Neumann-architecture without hardware limitations and the theory
of recursive functions, cf. also [8–12]. Accordingly Turing ma-
chines provide fundamental performance limits for today’s digital
computers and they are the ideal concept to decide whether or not
such a verification task is possible at all. With the latter we mean
that we are interested in understanding whether this task can in prin-
ciple be solved algorithmically (without putting any constraints on
the computational complexity of such an algorithm). In particular,
we show that there exists no Turing machine that can detect a denial-
of-service attack. Accordingly, there is no algorithm that can decide
whether or not such an attack takes place.1

2. SYSTEM MODEL AND PROBLEM FORMULATION

In this section, we introduce the model of our communication system
as shown in Fig. 1. It consists of a transmitter Alice, a receiver Bob,
and a Jammer, who tries to disrupt the transmission.

1Notation: Discrete random variables are denoted by capital letters and
their realizations and ranges by lower case and script letters, respectively; N,
R, and Rc are the sets of non-negative integers, real numbers, and computable
real numbers; P(X ) denotes the set of all probability distributions on X .
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Let X and Y be finite input and output alphabets and S a finite
state (jamming) alphabet of the Jammer. Then the channel between
Alice and Bob is given by a stochastic matrix W : X × S → P(Y)
which we interchangeably also write as W ∈ CH(X ,S;Y). For a
fixed jamming sequence sn ∈ Sn, the discrete memoryless channel
is given by Wn

sn(y
n|xn) = Wn(yn|xn, sn) =

∏n
i=1W (y1|xi, si)

for all input and output sequences xn ∈ Xn and yn ∈ Yn.

Definition 1. The arbitrarily varying channel (AVC) W is given by

W =
{
W (·|·, s)

}
s∈S .

For characterizing the capacity of an AVC, we need the def-
inition of an averaged channel. For any probability distribution
q ∈ P(S), the averaged channel is given by

Wq(y|x) =
∑
s∈S

W (y|x, s)q(s)

for all x ∈ X and y ∈ Y . We further need the concept of symmetriz-
ability [13] which describes the ability of the Jammer to “simulate”
a valid channel input making it impossible for the receiver to decide
on the correct codeword sent by the transmitter. This concept can be
generalized as e.g. in [14] by introducing the function

F (W) = min
U∈CH(X ;S)

max
x 6=x̂

∑
y∈Y

∣∣∣∑
s∈S

W (y|x̂, s)U(s|x)

−
∑
s∈S

W (y|x, s)U(s|x̂)
∣∣∣. (1)

In particular we observe that the AVC W is symmetrizable if and
only if F (W) = 0.

With

max
p∈P(X )

min
q∈P(S)

I(p,Wq) = min
q∈P(S)

max
p∈P(X )

I(p,Wq) = min
q∈P(S)

C(Wq)

the capacity of an AVC is given as follows.

Theorem 1 ([13, 15]). The capacity C(W) of an AVC W is

C(W) =

{
minq∈P(S) C(Wq) if F (W) > 0

0 if F (W) = 0.

Intuitively, one would expect that the Jammer chooses the jam-
ming sequence that minimizes minq∈P(S) C(Wq) = C(Wq̂), i.e.,
it chooses the jamming sequence that results in the worst channel
corresponding to q̂ ∈ P(S). However, Theorem 1 reveals that even
if the entropic quantity C(Wq̂) > 0 is positive, a denial-of-service
attack is possible in which case no communication is possible at all.
This is exactly the case when F (W) = 0. In the sequel, we are
interested in studying whether or not it is possible to algorithmically
detect whether or not such a denial-of-service attack is possible.

Assume that Alice, Bob, and the Jammer all know the channel
W. The question is now: Is there an algorithm A that takes the
underlying channel W as an input and outputs A(W) = 1 if the
Jammer is able to perform a denial-of-service attack so thatC(W) =
0 in this case, and otherwise the algorithm outputs A(W) = 0?

Remark 1. We assume that the Jammer knows the encoder and de-
coder. For public communication systems, this is a reasonable as-
sumption as the encoder is usually standardized. This might not be
necessarily true for the decoder, but the Jammer can simply assume
the best possible decoder for the communication system at hand. If
the Jammer is able to launch a denial-of-service attack for this de-
coder, then this will be true for any other decoder as well. How-
ever, we do not assume that the Jammer knows the actual message
or codeword (which are equivalent for a deterministic encoder).

Remark 2. AVCs provide a basic model for secure communication
with passive eavesdroppers and active jammers. They account for
the communication between the legitimate users; cf. also [16–18].

3. DETECTION FRAMEWORK

Here, we formally introduce the detection framework based on Tur-
ing machines. For this we need some basic definitions and concepts
of computability. The concept of computability and computable real
numbers was first introduced by Turing in [5] and [6].

A sequence of rational numbers {rn}n∈N is called a computable
sequence if there exist recursive functions a, b, s : N → N with
b(n) 6= 0 for all n ∈ N and

rn = (−1)s(n) a(n)

b(n)
, n ∈ N,

cf. [19, Def. 2.1 and 2.2] for a detailed treatment. A real number
x is said to be computable if there exists a computable sequence of
rational numbers {rn}n∈N such that

|x− rn| < 2−n

for all n ∈ N. We denote the set of computable real numbers by Rc.
Based on this, we define the set of computable probability distribu-
tions Pc(X ) as the set of all probability distributions P ∈ P(X )
such that P (x) ∈ Rc, x ∈ X . Further, let CHc(X ;Y) be the set
of all computable channels, i.e., for a channel W : X → P(Y) we
have W (·|x) ∈ Pc(Y) for every x ∈ X . This is important since a
Turing machine can only work with computable real numbers.

Definition 2. A function f : Rc → Rc is called Borel computable
if there is an algorithm that transforms each given computable se-
quence of a computable real x into a corresponding representation
for f(x).

We note that Turing’s definition of computability conforms to
the definition of Borel computability above. There are weaker
forms of computability known as Markov computability and Banach-
Mazur computability, of which the latter one is the weakest form of
computability. In particular, Borel or Markov computability implies
Banach-Mazur computability, but not vice versa. For an overview of
the logical relations between different notions of computability we
again refer to [8] and the introductory textbook [7].

We further need the concepts of a recursive set and a recursively
enumerable set as defined e.g. in [19].

Definition 3. A set A ⊂ N is called recursive if there exists a com-
putable function f such that f(x) = 1 if x ∈ A and f(x) = 0 if
x /∈ A.

Definition 4. A set A ⊂ N is recursively enumerable if there exists
a recursive function whose domain is exactly A.

We have the following properties; cf. for example [19]

• A is recursive is equivalent to A is recursively enumerable
and Ac is recursively enumerable.

• There exist recursively enumerable sets A ⊂ N that are not
recursive, i.e., Ac is not recursively enumerable. This means
there are no computable, i.e., recursive, functions f : N →
Ac with [f(N)] = Ac.
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Now we are in the position to introduce the concept of a Tur-
ing machine. It accounts for all those problems and tasks that are
algorithmically solvable on a classical (i.e., non-quantum) machine.
This is equivalent to the von Neumann-architecture without hard-
ware limitations and the theory of recursive functions, cf. [9–12].

Within our detection framework, the task of a Turing machine T
is to detect denial-of-service attacks on the legitimate communica-
tion. This is an Entscheidungsproblem, since for a given channel W,
the Turing machine T should answer the question of whether or not
a denial-of-service attack takes place.

A hypothetical algorithm (or Turing machine) for answering
this question is given by taking the set of all computable channels
CHc(X ,S;Y) and by partitioning this set into two disjoint sub-
sets Mdenial and Mc

denial. The set Mdenial corresponds to all those
channels W for which a denial-of-service attack is possible, i.e.,
W ∈ CHc(X ,S;Y) with C(W) = 0. From Theorem 1 we im-
mediately see that

Mdenial =
{
W ∈ CHc(X ,S;Y) : F (W) = 0

}
.

SinceMdenial is characterized by the continuous function F (·), the
set is well defined. The question is now whether or not this set is also
well defined from an algorithmic point of view, i.e., does a Turing
machine exist that decides whether or not W ∈Mdenial.

4. DETECTABILITY

In this section, we consider the detectability of denial-of-service at-
tacks. First, we study whether or not there exists a Turing machine
T : CHc(X ,S;Y) → {0, 1} that can detect a denial-of-service
attack, i.e., T(W) = 1 if and only if W ∈ Mdenial. The follow-
ing result shows that such a Turing machine does not exist, i.e., this
question is algorithmically not decidable.

Theorem 2. For all |X | ≥ 2, |S| ≥ 2, and |Y| ≥ 3, there is no
Turing machine T : CHc(X ,S;Y)→ {0, 1} with T(W) = 1 if and
only if W ∈Mdenial.

Sketch of the Proof. It is sufficient to prove the result for |X | = 2,
|S| = 2, and |Y| = 3. It extends to the case of arbitrary alphabet
sizes in a straightforward way and the details are omitted for brevity.

To construct a suitable AVC for this link, we make use of an
example that first appeared in [20] and that was later also discussed
in [15, Example 1]. We define the AVC Ŵ = {Ŵ} where Ŵ ∈
CHc(X ,S;Y) is given by

Ŵ (y|1, 1) =

1
0
0

 , Ŵ (y|1, 2) =

0
0
1

 ,

Ŵ (y|2, 1) =

0
1
0

 , Ŵ (y|2, 2) =

1
0
0

 .

We easily observe that the symmetrizability condition

Ŵ (y|1, 1)q1 + Ŵ (y|1, 2)(1− q1)

= Ŵ (y|2, 1)q2 + Ŵ (y|2, 2)(1− q2) ∀y ∈ Y

is true for the choice q1 = 1 and q2 = 0. This means the channel
Ŵ is symmetrizable, i.e., F (Ŵ) = 0, cf. (1). However, we have
minq∈P(S) C(Ŵq) > 0, which means that a denial-of-service attack
is possible here.

Furthermore, for n ∈ N we consider the AVC Wn = {Wn}
specified by

Wn(y|1, 1) =

1
0
0

 , Wn(y|1, 2) =

0
0
1

 ,

Wn(y|2, 1) =

0
1
0

 , Wn(y|2, 2) =

1− 1
n

1
n
0


which can be shown to be non-symmetrizable, i.e., F (Wn) > 0.

We prove the desired result by contradiction. To do so, we as-
sume that there exists a Turing machine that can solve the task, i.e.,
the characteristic function f of the setMdenial is Turing computable.
Then for all computable sequences {Wn}n∈N of computable chan-
nels, the sequence {f(Wn)}n∈N is a computable sequence of com-
putable numbers as well. Next, we need a concept of distance.

For two DMCs W1 and W2 we define the distance between W1

and W2 based on the total variation distance as

d(W1,W2) = max
x∈X

∑
y∈Y

∣∣W1(y|x)−W2(y|x)
∣∣.

The distance between two AVCs is then given by

D(W1,W2) = max
{
G(W1,W2), G(W1,W2)

}
with

G(W1,W2) = max
s1∈S1

min
s2∈S2

d
(
W1(·|·, s1),W2(·|·, s2)

)
.

Note that S1 and S2 can be arbitrary finite state sets and we do not
need to have |S1| = |S2|.

From the definitions of Ŵ and Wn we have

D(Ŵ,Wn) =
2

n
.

Then for n ≥ ϕ(m) with ϕ(m) = 2m+2, ϕ : N→ N a computable
function, we have

D(Ŵ,Wn) =
2

n
≤ 2

2m+2
=

1

2m+1
<

1

2m
.

This means we have effective, i.e., computable, convergence of
the sequence {Wn}n∈N of computable channels to the channel Ŵ ,
which is, accordingly, computable. But Ŵ is trivially computable
anyhow as it consists only of the numbers {0, 1}.

Let A ⊂ N be an arbitrary recursively enumerable set such that
A is not recursive, i.e., Ac is not a recursively enumerable set. With
the definition of recursively enumerable sets, cf. Definition 4, we
can construct a total function g, i.e., domain(g) = N, such that
[g(N)] = A and g is recursive and therewith a computable func-
tion. Furthermore, without loss of generality, we can require that
g : N→ A is a one-to-one mapping from N to A.

Now, for every (n,m) ∈ N×N we define the computable func-
tion q : N× N→ N as

q(n,m) =

{
2m+2 n /∈ {g(0), ..., g(2m+2)}
r n ∈ {g(0), ..., g(2m+2)} and g(r) = n.

Note that r above is unique. Since A is recursively enumerable, the
function q is recursive and therewith computable.
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Next, we extend a construction of Pour-El, cf. Case I on page
336 in [21]. We consider the double sequence {Wq(n,m)}n∈N,m∈N
of AVCs. Note that this is only a suitable variation of the sequence
{Wn}n∈N which is effectively computable since q is recursive func-
tion. The idea is to show that for all n ∈ N the double sequence
{Wq(n,m)}n∈N,m∈N effectively converges to a channel Ŵn. Then
the sequence {Ŵn}n∈N is a computable sequence as well. For this
purpose we have to construct a suitable function ϕn for each n ∈ N,
for which we then show that {Wq(n,m)}m∈N converges effectively
to Ŵn. We can show that this sequence is a computable sequence of
computable channels with

Ŵn =

{
Ŵ if n ∈ Ac

Wr if n ∈ A and g(r) = n.

This implies that the sequence {f(Ŵn)}n∈N is a computable se-
quence. It holds that

f(Ŵn) = 0 ⇔ n ∈ A and f(Ŵn) = 1 ⇔ n ∈ Ac.

Accordingly, the set Ac must be recursively enumerable so that the
set A is recursive, which is a contradiction to the initial assumption
thatA is recursively enumerable but not recursive. This implies that
the assumption that there exists a Turing machine that can solve this
task is wrong. This completes the sketch of the proof.

In Theorem 2 we required that the Turing machine T, if it ex-
ists, needs to stop for every channel W ∈ CHc(X ,S;Y) and that
T(W) = 1 if and only if W ∈ Mdenial. This would imply that
the corresponding characteristic function of the setMdenial would be
Turing computable. However, we have seen this function is not com-
putable and accordingly, there is no algorithm, i.e., Turing machine
T, that can decide whether or not a given computable channel W is
inMdenial.

Next, we are interested in dropping the requirement that the Tur-
ing machine needs to stop. For this purpose, we first study the ques-
tion of whether or not there is a Turing machine that stops if and only
if W ∈Mc

denial = CHc(X ,S;Y)\Mdenial. Intuitively, W ∈Mc
denial

means that the Jammer is able to degrade the performance of the
legitimate transmission, but is not able to completely prevent it. Ac-
cordingly, the question is addressed next.

Theorem 3. There is a Turing machine T : CHc(X ,S;Y) →
{stop, run forever} that stops if and only if W ∈ Mc

denial, i.e., no
denial-of-service attack is possible.

Sketch of the Proof. The proof can be done similarly to the proof of
Theorem 2 and is omitted due to space constraints.

A similar approach for Mdenial (as done for Mc
denial in Theo-

rem 3) is not possible. Otherwise we would have an immediate con-
tradiction to Theorem 2, since it would then be possible to simply run
both machines in parallel; one forMdenial and one forMc

denial. The
combined Turing machine would stop whenever one of the Turing
machines stops and one of these would always stop: If W ∈Mdenial

the second machine always stops and the first one never. Likewise, if
W ∈ Mc

denial the first machine always stops, cf. Theorem 3, and the
second one never. This would imply that we would be able to com-
pute the characteristic function ofMdenial which is a contradiction.

5. DISCUSSION

The set of all channels CHc(X ,S;Y) can be divided into two sub-
sets: Mdenial for which a denial-of-service attack is possible and

Mc
denial for which no such attack is possible. We have seen that there

exists an algorithm or Turing machine that takes the channel W as
an input and comes to a stop if and only if W ∈ Mc

denial. On the
other hand, if W ∈ Mdenial, then Turing machine does not stop and
does not output any answer. But it is important to see that we then
cannot conclude that W ∈Mdenial must be true, since we cannot say
whether the algorithm does not stop because W ∈ Mdenial or if it
would stop in the near future (e.g. after some more iterations).

A possible solution would be to consider a more general class
of Turing machines that address the issue of not stopping. Assume
that the Turing machine is required to always stop and is allowed to
output a third option “?” in this case, i.e., T : CHc(X ,S;Y) →
{0, 1, ?} with T(W) = 0 if and only if W ∈ Mc

denial. But we
show next that such a Turing machine cannot exist either. For such a
Turing machine we could define a new Turing machine T′ with

T′(W) =

{
0 T(W) = 0

1 T(W) = 1 or T(W) =?.

For this, we have T′(W) = 0 if W ∈ Mc
denial. Accordingly, we

must have T′(W) = 1 if W /∈ Mc
denial, i.e., W ∈ Mdenial. The

latter implies that the Turing machine T′ computes the characteristic
function of the setMdenial, but this is impossible. Accordingly, such
a Turing machine cannot exist.

Another possible solution would be to study the class: T′′(W) ∈
{0, 1} or T′′ does not stop. We again require that T′′(W) = 0 if and
only if W ∈ Mc

denial. Then for W with T′′(W) = 1 we must have
W ∈ Mdenial, i.e., in this case the Turing machine T′′ provides the
correct answer. However, the set of channels W with T′′ does not
stop must be large. To see this, consider the following example: If
we take two channels W1 ∈Mc

denial and W2 such that T′′(W2) = 1,
then the set{
W = {Ws}s∈S : ∃λ ∈ (0, 1) ∩Rc :Ws = (1− λ)W 1

s + λW 2
s

}
must necessarily contain elements of the set{

W = {Ws}s∈S : T′′(W) does not stop
}

since otherwise the function f(λ) = T′′(W) would be continuous
in λ ∈ Rc ∩ [0, 1]. But this cannot be true since {f(λ)} ⊂ {0, 1}
for λ ∈ Rc ∩ [0, 1] and we have seen that the function takes both
values. We conclude that such a Turing machine can also not exist.

6. RELATION TO PRIOR WORK AND OUTLOOK

Communication under adversarial attacks has been studied under
various aspects, cf. for example [22] and [23] as well as the overview
papers [3] and [4]. However, communication from a computability
or algorithmic point of view has attracted much less attention. Such
studies are crucial for the standardization and verification of secure
applications for the Tactile Internet [1, 2].

To the best of our knowledge, there is only one work that falls
into this category. In [24] the computability of the capacity function
of the wiretap channel under adversarial attacks is studied. The com-
putability of the identification capacity under feedback is studied in
[25] and that of the identification capacity of the correlation-assisted
channel is studied in [26]. The computability of secret key genera-
tion with a rate-limited public channel is addressed in [27]. It is evi-
dent that algorithmic computability, i.e., Turing computability, plays
a major role in system design and system analysis.
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[16] Moritz Wiese, Janis Nötzel, and Holger Boche, “A
channel under simultaneous jamming and eavesdropping at-
tack—Correlated random coding capacities under strong se-
crecy criteria,” IEEE Trans. Inf. Theory, vol. 62, no. 7, pp.
3844–3862, July 2016.
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