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Abstract—In Asian countries, seals are widely used for au-
thenticating the identity of a person or organization. Therefore,
the ability to efficiently verify whether a seal is either genuine or
forged is important. We propose an effective method of verifica-
tion based on Hough transformation to approximate the imprint
borders and the four vertexes, and use geometric transforma-
tion to align the perspective of the detected imprint image with
the genuine imprint. After the edge-difference images between
the original image and the detected image are created, distance
transformation and connected-component labeling are applied.
Finally, the number of edges in the connected component and
the distance to the closest point in the edge of original image are
used to calculate the input vector for the SVM (support vector
machine). The imprint is then determined to be either genuine
or forged. The experimental results show the effectiveness of the
proposed verification approach.

Index Terms— Forgery seal imprints, Image processing, Image
recognition, Edge difference

I. Introduction
Verifying the seal imprint to authenticate the identity of

an individual or organization is a general and important task
in the financial industry. In many Asian countries, people of-
ten use their private seal and imprint to prove the authentic-
ity of their identification. In addition, the person’s seal im-
print is usually attached to a document with legal status for
non-repudiation purposes, which means that the owner can-
not deny the legal effect that exists in the document. Con-
sequently, the seal imprint plays an important role in the fi-
nancial industry.In financial applications, bank personnel of-
ten need to recognize whether a seal is genuine or forged.
However, in practical banking situations, imprint verification
is generally performed manually by the bank staff [1]. Most
of the manual verification methods are based on the process
of overlapping two imprints and visually comparing the dif-
ference. By artificially folding the detected imprints on the
screen, the bank staff then visually observe whether the pat-
terns are from the same or from different seals based on their
experience. Therefore, verifying a seal imprint may take sev-
eral minutes and the process is obviously inaccurate. Some
research has been conducted in order to solve this problem.

There have been a number of prior works that investi-
gated the issue surrounding seal imprint identification, be-
ginning with the extraction of the imprint and continuing to
the subsequent verification. These steps include the detection

and extraction of the seal imprint [2] [3] [4][5], registration or
alignment of the imprint [6], and seal verification [1] [7] [8].
In [2] and [4], the seal imprint is transformed from the RGB
to the HSV (hue, saturation, value) color space, which is tol-
erant to changing illumination in extraction process, while in
[3] the seal imprints were extracted by projecting the pixels
onto an appropriate axis in the RGB color space. In [5], ge-
ometric distortion caused by angle of view is considered and
geometric transformation is applied to eliminate the effect of
it. In [6], the authors proposed a method which exploits the
outer contour of the frame to locate the four edges. Rotation
and translation were then performed to align the seal imprints.
However, perspective distortion was not considered in this
study. In [1], a distance-weighted correlation between seals
is defined and applied to the dataset which satisfies strict con-
straints on image quality. Note that, the correlation is only ap-
plied on the skeletonized images since distance transform was
still costive to perform at that time. To reduce the computa-
tional complexity, skeletonization processing was performed
and there may be useful information for discriminating the
genuine and forgery seal abandoned in the processing. In [7],
Horiuchi clarifies a specific characteristic of the seal classifi-
cation issue. The proposed algorithm is robust and insensi-
tive to variations in image quality, but it may be lacking in
its ability to detect a forgery that has a highly similar pattern
to that of a genuine seal, e.g., a clone seal. In [8], an algo-
rithm that quantifies the edge difference between two seals
was proposed. Only the number of connected components
of non-overlapped edges is used to judge the authenticity of
the seal in the final step, the distance between the edges is
solely used to remove those edges which are considered to be
noise. For a more efficient verification technique, we propose
an effective method based on Hough transformation [9] to ap-
proximate the imprint borders, and use geometric transforma-
tion to adjust the perspective of the detected imprint image.
The proposed features would then be calculated and used as
an input vector for the SVM (support vector machine)[10].
In addition, in order to compare the performance of the pro-
posed method with existing methods, we apply the methods
to a dataset composed of images collected from both gen-
uine seals and clone seals. The clone seals were manufac-
tured by scanning the imprint pattern from genuine seals and
then carving a new seal using a laser. The proposed method
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Fig. 1: Process flow for the proposed system

achieves a recognition rate of up to 92.5%, while the other
methods are lower than 85%.

II. PROPOSED SYSTEM
In this section, we discuss the methods and processes

implemented in our proposed verification system. Fig. 1
shows the overall system. There are two phases in our sys-
tem: the enrollment phase and the authentication phase. In
both phases, a binary seal imprint image is extracted, and the
vertexes are detected. In the enrollment phase, the binary
image and the vertexes are stored in the database, while in the
authentication phase, we perform a geometric transformation
to align the perspective of the two images. A range of prede-
fined similarities are then calculated as the input of the SVM.

A. PREPROCESSING
1) Binarization
In the first step, we convert the seal imprint image to a

binary image. The detection algorithm compares the form of
the contours, as well as the features of the characters in the
imprint. Since the color and hue of the image are basically
composed of an ink smudge, the color information is not con-
sidered as a critical factor for identification. As a result, the
color space for the input images is converted from the RGB
color space to a bi-level (binary) image. Moreover, the bina-
rization process will also remove some noise and stains on the
paper. However, it is not easy to define a suitable threshold
using RGB value. Consequently, we first convert the RGB to
the HSV color space [11]. If the HSV values for each pixel
are within a predefined range, the binary value for the pixel
is set to 1. Otherwise, the value of the pixel is changed to 0.
An HSV histogram analysis was performed in [4] to clarify
following formula:

(0 < H < 15 or 330 < H < 360) and S > 0.5 (1)

The range defined in (1) is able to effectively separate
the character region and the background region of the imprint.
The original image and the binary image extracted from it are
shown in Fig. 2(a) and (b), respectively.

(a) (b) (c) (d)
Fig. 2: The contours detected on the imprints. (a) The seal imprint image
with the name “蘇侑晨” captured using a camera. (b) The binarization result
of (a). (c) The image after the process of morphological operations.(d) The
contour identified from (c).

(a) (b)

Fig. 3: Perspective transformation to align the perspective of the image.
(a) The detected captured seal imprint image, which is subject to geometric
distortion compared to the image shown in Fig. 2(a). (b) The perspective
transformation of (a), which aligns the perspective to that of the image shown
in Fig. 2(b).

2) Vertex detection
The borders of the image are detected to determine the

vertexes of the seal imprint. Considering that the seal imprints
may be incomplete, here we firstly perform the open opera-
tion [12] to maintain the closure of the seal imprint, such as
that illustrated in Fig. 2(c). We then label the connected com-
ponents and set all pixels to 0, except for the pixels within
the region which has the most connected elements. After this
process, we scan the image along the horizontal axis from
top to bottom and the vertical axis from left to right. The
contour of the borders can be then determined, as shown in
Fig. 2(d). In order to improve the effectiveness and robustness
of the process, we perform Hough transformation to identify
the lines from the contour. We then categorize the lines into
four classes, where each class corresponds to the borders. Af-
ter categorizing the lines, we perform linear regression, which
uses the least-squares method to fit the best line. Then, the
vertexes are located by intersecting the lines.

3) Geometric transformation
To compare the slight difference between two imprints,

we have to align the images. Consider the situation that cam-
era is used to capture the imprint, as the position and orienta-
tion of the camera may be different, the perspective of the two
images may not be exact as shown in Figs. 2(a) and 3(a). In
other words, the detected imprint may be subject to geometric
distortion when compared to the image stored in the database.
Therefore, we apply a perspective transformation process to
align the perspective.

After approximating the four borders through the pro-
cess described above, we cross them to identify four points of
intersection, and take these as the vertexes of the imprint. A
perspective transformation from the four pairs of vertexes is
then conducted to apply a deformation to the pixel grid, and
this deformed grid is subsequently mapped to the destination
image, as shown in Fig. 3(b).

1568



B. SVM-based VERIFICATION
After performing the alignment of the seal, we calculate

the predefined similarities as an input vector for the SVM.
Utillizing the quantified edge difference [8] as the detection
metric, we can measure the similarities between the original
image and the detected image. To compare the similarities
between the original image and the detected image, the dis-
tance between corresponding non-overlapped edges and their
lengths are used as two parameters to quantify the geomet-
ric difference. To quantify the edge difference between the
model (or reference) seal (MS) and the sample (or detected)
seal (SS) and thereby calculate the two parameters, a left dif-
ference and a right difference image are defined, which are
denoted as LD and RD respectively and defined as follows:

LD(x, y) =

{
1 if ESS(x, y) = 0 , EMS(x, y) = 1

0 otherwise
(2)

RD(x, y) =

{
1 if ESS(x, y) = 1 , EMS(x, y) = 0

0 otherwise
(3)

Here, LD(x, y) is the value of a pixel with position coordi-
nates (x, y) in LD. RD(x, y) is the value of a pixel with
position coordinates (x, y) in RD. ESS(x, y) is the corre-
sponding pixel value at (x, y) in the detected image of SS,
while EMS(x, y) is the corresponding pixel value at (x, y)
in the registered image of the MS. Each connected compo-
nent of the images for the left and right edge difference repre-
sents each element of a non-overlapped edge. Through con-
nected component analysis, the area of i-th connected com-
ponent in the images for the left or right edge difference is
the length of each element of a non-overlapped edge, which
is denoted as Mi, and the distance between each connected
component to its corresponding seal edge is the distance be-
tween a pair of non-overlapped corresponding edges. For the
imprints of the genuine seal, the difference in lengths of the
non-overlapped edges caused by stamping conditions or by
slight distortions are usually small. In contrast, forged seals,
and even clone seals carved by a laser, usually contain contin-
uous non-overlapped edges, since the combustion situation of
the material is not completely the same. To reduce the effects
of both noise and stamping conditions on the results of veri-
fication of the seal imprint, distance d(x, y) from point (x, y)
to its corresponding edge point is firstly calculated based on
the distance transformation, as shown in Figs. ??(a) and (b).
Then, for every connected component, dk denotes the dis-
tance d at the k-th pixel. The average of all the calculated
distances dk in the i-th connected component is regarded as
Di, i.e., the distance between that connected component and
its corresponding seal edge. Formula (4) is the computational
expression of the two parameters for the quantification of the
edge difference. 

Di(x, y) =
1

Mi

Mi∑
k=1

dk

Li = Mi

(4)

In [8], only the length of the longest non-overlapped
edge Lmax was adopted in order to verify whether or not the
SS was genuine. The distance from the i-th element of the
non-overlapped edge, Di is only used to delete any erroneous
edges which may be caused by the stamping conditions. We
expect to improve the performance by exploiting Di. Fur-
ther, in order to gain statistical information, we identify the
coordinates (x, y) that have the pixel values 1, 2, 3......n, re-
spectively in d(x, y), and calculate the fraction of the pixels
with a value of 1 in RD at the corresponding coordinates.
The fraction, denoted as Rp, is the rate of the number of pix-
els that differ from the MS at a certain distance d. Fig. 4
shows the estimated result, denoted as Rp,G and Rp,F , re-
spectively, reflecting the difference between the genuine seal
imprint and the forgery to a certain extent. By treating Rp as
a mapping table, the elements of the distance transformation
for the reference image are mapped. An example is shown
in Fig. 4. The generated matrix can then be used to weight
the edge difference image from an element perspective. We
define and calculate the similarities between the MS and the
SS both globally and locally. That is, we apply the follow-
ing formulas to both the whole seal imprints and the divided
imprints which only include a character such as ‘蘇’. In the
following discussion, the similarities between the divided seal
imprints are notated as ‘S

n−蘇’, ’ S
n−侑’, and ‘S

n−晨’.

S1 =

∑N
x=1

∑M
y=1RD(x, y) ∗Di(x, y)∑N

x=1

∑M
y=1RD(x, y)

(5)

S2 =

K∑
i=1

Di(x, y) ∗ log(Li) (6)

S3 = max(Li) (7)

S4 =

∑N
x=1

∑M
y=1RD(x, y) ∗ (1 + d(x, y))2∑N
x=1

∑M
y=1RD(x, y)

(8)

S5 =

∑N
x=1

∑M
y=1RD(x, y) ∗Rp,G(x, y)∑N
x=1

∑M
y=1RD(x, y)

(9)

S6 =

∑N
x=1

∑M
y=1RD(x, y) ∗ log(Rp,F (x,y)

Rp,G(x,y) )∑N
x=1

∑M
y=1RD(x, y)

(10)

The definitions of the similarities are as follows: S1 is the
mean of the distance between the non-overlapped edges and
their corresponding seal edges, for M ×N images; S2 is the
product of the distance and the length of the non-overlapped
edges, where K denotes the number of connected compo-
nents; S3 is the longest non-overlapped edge; S4 to S6 are
modified forms of the distance weighted correlation [1],
where S4 only uses the distance to decide the weight of the
pixels. When attempting to determine a more proper weight
for the pixels, the estimated rate Rp, Rp,G and Rp,F are used
to calculate S5 and S6. Compared to S5, the similarities S4
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and S6 are more sensitive for detecting those edges which
have a larger distance, while S5 is more conducive to de-
tecting the edges which are close to their corresponding seal
edges.

(a) (b) (c)

Fig. 4: Estimated density Rp at certain distance for genuine and forged
imprints

The vector representation of the calculated similarities
would be [S

i−蘇, S
i−侑 ,S

i−晨 , Si−total], where i is from 1
to 6. After inputting the information into the SVM, the SVM
classification score would be outputted, then the SS would be
verified as either genuine or a forgery based on a threshold
of the score. A Gaussian kernel is used in the SVM where
σ = 4.5 and the penalty factor C = 1.

III. EXPERIMENT RESULTS
We collected and produced the test data for the seal im-

prints from physical seals. Seal imprints that had a rectangu-
lar shape were used for the experiment. The forged seals used
in our experiment were Type S forgery [8] which means that
the seal was forged by scanning the genuine seal imprint into a
computer and generating a forged seal from the scanned gen-
uine seal template. A Type S forged seal is also called a clone
seal. Moreover, two pairs of genuine and forged seals were
carved at the same seal carving store using a laser carving
machine based on fixed parameters. Consequently, these seal
are more similar to each other than the other pairs which were
carved at a different seal carving store. We constructed the
test data using 850 rectangular images based on the genuine
seal and 850 rectangular imprint images based on the forged
seal. Of these, 50 rectangular genuine imprint and 50 rect-
angular forged imprint images were constructed by stamping
using intaglio seals (yin carved seals), while the remaining
imprints were obtained with yang carved seals.

The test data was imprinted from a specific physical seal
in various situations. For example, when stamping with ink
on paper, the seal was pressed at different strengths, and ro-
tated different angles. When capturing the image, we posi-
tioned the camera lens from different perspectives and dis-
tances. Therefore, we were able to obtain data from many dif-
ferent compositions of translation, scaling and rotation. From
the perspective of the data from a forged imprint, if an im-
print was judged to be from a forged seal, it means that the
similarity between the original imprint and the detected im-
print was low. This could be because the two imprints have
different components of in the name characters, or even have
the same name but with different structures in the detail be-
tween the characters. In our experiment, the SS is aligned to
the MS and the similarities between them is calculated as the
input vector for the SVM. 60% of the images were used as a

Table 1: Comparison of time complexity

[1] [7] [8] This work

Distance Transformation 0.064 0 0.064 0.032

Skeletonization 1.506 0 0 0

Connected-component labelling 0 0 0.324 0

Remaining 0.025 0.021 0.032 0.103

Total Time(sec) 1.757 0.021 0.420 0.135

training set, and the remaining images were used as the test-
ing set. To observe the performance, we plotted the ROC (re-
ceiver operating characteristic) curve using different thresh-
olds. From Fig. 5, it can be seen that the recognition rate
using the proposed method is up to 92.5% correct, while the
false acceptance rate (FAR) and true positive rate (TPR) were
10% and 95%, respectively. Consequently, it can be deduced
that the proposed method performs significantly better than
other methods.

Fig. 5: ROC curve for both the proposed method and the existing methods

The comparison of computational complexity between
the feature extracting methods is shown in the Table 1. The
average cost time in each main process is calculated and
recorded in the table. Note that, in [1] and [7], distance trans-
form is performed twice for both EMS and ESS while in our
method it is only performed on EMS. The processes noted as
Remaining containing the detail calculation like summation,
array multiplication, logarithm, division and weighting are
basically linear time complexity for each feature.

IV. CONCLUSION
To automate and improve the efficiency of the seal iden-

tification process, we have proposed a method based on mor-
phological operations, Hough transformation, and regression
analysis to approximate the imprint borders, and use geomet-
ric transformation to adjust the perspective of the detected im-
print image. After the alignment of two imprints at the four
corners, the similarities are calculated as the input vector for
the SVM. The imprint can then be classified. This method is
simple, but has the ability to enable accurate verification of
the seal imprints, even if they were obtained from the seals
carved using the same laser carving machine based on the
same parameters.
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