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ABSTRACT

Blind channel identification techniques usually exploit a known
property of the source symbols such as a statistical or finite alpha-
bet property. Recently, a purely algebraic approach that relies on
guard intervals (sequences of zeros equal or longer in length than
the channel memory) inserted between transmitted blocks has been
considered. It was proved that only two received blocks suffice for
channel identification and source recovery. In this paper, the chan-
nel identification problem is approached from a � -domain perspec-
tive. It is shown that, in the � -domain, the channel is a common
factor in all received blocks. (This fundamental property appears
to have gone unnoticed in the literature.) This allows a subspace
method for computing the greatest common divisor (GCD) to be
applied to the channel estimation problem. The algorithm achieves
the theoretical limit in that only two received blocks are required
before the channel can be identified, but of course, the more blocks
that are used, the better the performance in the presence of noise.

1. INTRODUCTION

Techniques for estimating the channel and the source symbols must
use either a training sequence or exploit some other property of
the source symbols. Training sequences, however, consume trans-
mission bandwidth, especially when the channel is time varying
and a training sequence must be sent frequently. Therefore, blind
techniques exploiting a known property of the source have become
popular [1, 2, 3, 4]. These techniques usually exploit the (second
or higher order) statistics [5, 6, 7] or the finite alphabet property
of the source symbols [8, 9] to identify the channel. The statisti-
cal methods normally require many symbols to be received before
the channel can be identified accurately. Deterministic methods
relying only on the finite alphabet property of the source sym-
bols [8, 9] can sometimes offer an advantage of requiring less data,
however, there is no theoretical upper bound on the number of re-
ceived symbols before identification is feasible1. This paper pro-
poses a different method that relies only on the presence of guard
intervals, which are introduced between transmitted blocks to pre-
vent inter-block interference by a number of communication sys-
tems [10, 11, 12, 13]. Guard intervals are used in time division

1For example, if the same source symbol is transmitted continuously
then there is not sufficient persistence of excitation to allow the channel to
be identified.

multiple access (TDMA) systems such as the mobile communica-
tion system GSM and can also be used in orthogonal frequency
division multiplexing (OFDM) systems [10, 14, 15]. (It is possible
to exploit both the finite alphabet property and guard intervals for
channel identification; see [16] for theoretical details and [17] for
a practical algorithm.)

In [18] (see also Section 2) it was proved that it is theoretically
possible to identify the channel and recover the source symbols
from just two received blocks simply by exploiting the presence of
guard intervals. The proof was based in the time domain and used
techniques from algebraic geometry.

The key contribution of this paper is the derivation of a prac-
tical algorithm which meets the theoretical limit of being able to
identify the channel using just two received blocks. This is con-
siderably less than the method in [19] which requires as many re-
ceived blocks as there are symbols in each block. Moreover, when
the algorithm presented here is generalised to use the same num-
ber of blocks as the algorithm in [19], simulations show the per-
formance of the proposed algorithm is superior to that in [19].

The proposed algorithm is based on the simple observation,
first made in [16], that in the � -domain, each received block �������
is given by �������
	��
������������� where �
����� is the � -transform of
the transmitted symbols in the block and ������� the � -transform
of the channel impulse response. This means that, given two re-
ceived blocks ����������	������������������ and ���������
	������������������ , the
channel can be estimated (up to a scaling factor) by computing the
greatest common divisor (GCD) of � � ����� and � � ����� , provided of
course that the transmitted blocks ��������� and ��������� are co-prime.
It is proposed here to use the subspace algorithm in [20] to find the
GCD.

It is instructive to compare a guard interval based Single In-
put Single Output (SISO) system with a conventional Single Input
Multiple Output (SIMO) system which has been studied exten-
sively in the past [7, 21]. Indeed, it is a standard result that the
output of the  th channel in a SIMO system is given by �"!#�����$	� ! �����%�&����� , and thus blind channel identification algorithms for
SIMO systems are essentially algorithms for finding the GCD of
the outputs � � �����('()�)�)"'���*+����� of the , channels. The only differ-
ence is that in SIMO systems, the GCD is the transmitted sequence�
����� whereas in a SISO system with guard intervals, the GCD
is the channel transfer function ������� . This suggests that algo-
rithms developed for SIMO channel identification can be adapted
for guard interval based channel identification.

The precise communication system considered in this paper
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is now stated formally2. The system breaks the source sequence
into blocks of fixed length � . To avoid inter-block interference the
system flushes the channel memory by appending ����� zeros to
each block before transmitting them over an FIR channel of length
at most � , denoted by the vector � 	�� 	�
�'
�
�
��'�	���� ��������� � .
The channel remains constant over the duration of , blocks. If� ! 	�� ��! �����('
���
��'���! � � � � � ��� � is the  th block of source sym-
bols then � � ! �����('
���
��'!� ! � � �('�" '#�
����'$" � � is the transmitted block,
which is the block � ! appended with �%�&� zeros. Due to the pre-
vious transmitted block ending in �'�(� zeros, the  th received
blocks ) ! 	�� * ! �����('
�#�
� '�* ! � �,+ �-�.��� �/�.��� �#0 �1� � is related
to the  th transmitted block and the channel as

)"! 	32"!,� ' for  	���'
���
��'(, (1)

where 2 !4�&�65 �#0 �1� �87�9 � is the lower triangular Toeplitz matrix
having the vector � � ! �����('��#�
��'�� ! � � �('$" '
���#��'$" � � as the first col-
umn, namely

2"! 	

:;;;;;;
<

��! �����
...

. . . � ! �����
� ! � � � ...

. . . � ! � � �

= >>>>>>
? � (2)

This signal model allows to covert the system of equations (1) to
the � -domain as

� ! ������	 � ! �������������(' for  	���'#�
�
��' ,(� (3)

When ���������('
���
��' � * ����� are co-prime, then ������� can be found as
the GCD of the polynomials � � �����('
�
�
��'���*+����� . It is also observed
that � !#������������� 	 �A@ � !#�����%� �A@ � � �������%� for any non-zero @ �� , therefore, usually the best that can be done is to determine �������
and � ! ����� up to an unknown scaling factor; this is called scale
ambiguity. Furthermore, for some cases there may be extra ambi-
guity. Take � ! ����� 	 �B�C� , D� ! ������	 � + � , ������� 	 � + � andD� �����$	 �E�&� ; then, � ! ��������������	 D� ! ����� D� ������	 � � + "��F�.� ,
but D� ! �����HG	4@ � ! ����� and D� �����IG	4@ � � ������� for any @ . There-
fore, we are motivated to define the feasibility of channel identifi-
cation and source recovery as in the next section.

This paper is organized as follows. Section 2 summaries some
known identifiability results. Section 3 presents a subspace algo-
rithm for identifying the channel. Simulation results appear in Sec-
tion 4 while Section 5 concludes the paper.

2. IDENTIFIABILITY RESULTS

This section summarizes the main identifiability results in [18].
Although it is clear from the � -domain interpretation in Section
1 that only two received blocks are required to identify the chan-
nel in the noise free case, the proof in [18] is considerably more
complicated because it deals with the case when noise is present
too.

The system of equations (1) can be written in the following
form.

) 5 * 7 	32 5 * 7 � (4)

2Throughout this paper, superscript T and H denote transpose and Her-
mitian transpose respectively.

where

) 5 * 7 	�� ) � � '
�
�
��'�) �* �����-�J5 �K0 ��� �87 * '� 5 * 7 	�� � � � '
�
�
� ' � � * ���.�-� � * '2 5 * 7 	�� 2 � � '
���#��'!2 � * � � �-� 5 �K0 ��� �87 * 9 � '
and 2 � '
�#����'!2 * are constructed from � � '
�
�
��' � * respectively ac-
cording to (2). In the presence of noise, (4) becomes

) 5 * 7 	�2 5 * 7 � +'L 5 * 7 (5)

where L 5 * 7 �.� 5 �#0 ��� �87 * denotes additive Gaussian noise. For
a given received vector ) 5 * 7 , the channel identification and source
recovery problem is to solve the system of equations (4) or (5) for� and � 5 * 7 (up to a scaling factor). The following defines chan-
nel identification as being feasible in the case of noise free and the
case of noise presence.

Definition 1 (Noise Free Identifiability) The system (4) is iden-
tifiable (up to a scaling ambiguity) if there exists a non-zero poly-
nomial MON � � *QP � � such that, for any � 5 * 7 and � satisfyingM � � 5 * 7 '$���RG	S" ,T D� 5 * 7 �-� � * ' T D� �-� � '!2 5 * 7 � 	4D2 5 * 7 D� impliesU @ ��� 'V@.G	S" ' D� 5 * 7 	(@ � 5 * 7 ' D� 	3@ � � �W� (6)

Definition 2 (Identifiability in Noise) Let L 5 * 7 �%� 5 �K0 ��� �87 * be
a random vector whose probability measure is absolutely continu-
ous with respect to Lebesgue measure. For any triple � 5 * 7 '��$' L 5 * 7 ,
defined XZY�[]\F^�_ `a_ bc[d\R^ to be the set of all global minima of e
2J5 * 7 � +L 5 * 7 �fD2 5 * 7 D�ge � . The system (5) is identifiable (up to a scaling
ambiguity) if there exists a non-zero polynomial MhNji � *�k � � P� such that for any � 5 * 7 and � satisfying M � � 5 * 7 '����RG	(" ,

� � 5 * 7 '$��� and � D� 5 * 7 'cD��� � X Y [d\R^ _ `l_ b [d\R^ impliesU @ ��� 'V@.G	S" ' D� 5 * 7 	(@ � 5 * 7 ' D� 	3@ � � � (7)

holds almost surely.

The conditions (6) and (7) are necessary, since either � 	nm or� 5 * 7 	om then ) 5 * 7 	pm and the channel is unidentifiable. The
following states the identifiability theorem from [18].

Theorem 1 For any �(q � and � qsr , the systems (4) and (5)
are identifiable, according to Def.1 and Def.2 respectively, using
two blocks. Moreover, they are identifiable using just one block if
and only if � 	t� .
In reality, the block length is much longer than one symbol, the
minimum number of received symbols needed for the system to
be identifiable is � ��+ �S�t��� k r . This requirement is differ-
ent from [19], where it proves that for identifiability the number
of blocks must not less than the block length, in other words, the
number of received symbols required for the system to be identifi-
able is at least � �u+ �O�v��� k � .

3. CHANNEL IDENTIFICATION ALGORITHM

This section presents an algorithm for identifying the channel. The
algorithm is adapted from the subspace method for computation of
the GCD of polynomials in [20] and can be explained as follows.
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Equations (1) can be written in a new form as� ! 	�� !��  	t��'
���#��' , (8)

where
� ! �&� 5 �K0 �1� �87�9 5 � �K0 � � ��� 7 , � ! �O� 5 �#0 �1� �87 9 5 � �#0 �1� �$7 ,�s��� 5 � �K0 �1� ��7�9 5 � �K0 � �1��� 7 , and

� ! 	
:;
< ��! ����� �#��� ��!#� � �

. . .
. . .� ! ����� �
��� � ! � � �

= >
? (9)

� 	
:;
< 	 � "�� �
�
� 	 � �O�v���

. . .
. . .	 � "�� �
��� 	 � �.�C���

= >
? (10)

� ! 	
:;
< * ! ����� ���
� * ! � � + � �C���

. . .
. . .* ! ����� �#�
� * ! � � + �O�v���

= >
?

(11)

By defining� 5 * 7 	�� � �� '#�
����'�� �* � � ' � 5 * 7 	�� 	 � � '#�
����'
	 �* � � ' (12)

Equations (8) can be rewritten as� 5 * 7 	�� 5 * 7 � � (13)

Taking singular-value decomposition (SVD) of
� 5 * 7 � we have� 5 * 7 � 	f� �
��� 
 � ��� � m�� � �
��� 
 ��� (14)

where � 	�������� � � 5 * 7 � 	 r�� + �(� r , � � contains � non-
zero eigenvalues, � � contains � left principal eigenvectors and � 

contains �C�3� left null eigenvectors. Due to the columns of �
and the columns of � � span the same subspace and � � and � 

are orthogonal, it follows that

� �-

	(m � (15)

This equation has a unique solution for � up to a scalar [20, 22]
and can be solved using the least square approach. Let !#" denote
the $ th column of the matrix ��
 , define %&" as

%'" 	
:;
<
!(" ����� !(" � r � �
�#� !)" � ���! " � r � ! " �+*�� �
�#� ! " � � + ����
�#� �
�
� �
�#� �
�
�!)" �,���-!)"��,� + ��� �
�#�.! � � r�� +vr �.�/*��

= >
? (16)

then according to (15)�1� �0 "21 � e � !)"�e � 	S" ' implies
�1� �0 "21 � e3%'" �Ze � 	(" (17)

Equations (17) can also be written as�1� �0 "21 � � � % �" %&" � 	S� � � �1� �0 "21 � % �" %'" ���+	(� �54 � 	(" (18)

where 4 is defined as

4 	
��� �0 "21 � % �" %'" � (19)

This shows that the solution � is the eigenvector of 4 associated
with the zeros eigenvalue. When noise is present, � is the eigen-
vector of 4 associated with the smallest eigenvalue. The necessary
steps for implementing the algorithm is as follows.

Step-1: Compute the matrix
� 5 * 7 according to (11) and (12).

Step-2: Compute � 
 and 4 according to (14) and (19).
Step-3: Eigen-decompose 4 and find � .
Once the channel has been identified, the source symbols can

be recovered by a number of equalization techniques such as zero
forcing or minimum mean-squared error equalization.

4. SIMULATION RESULTS

In this section, our proposed method is tested and compared with
the existing method in [19], which we will denote as SGB method.
A Rayleigh fading channel of length � 	76 is used. The transmit-
ter breaks the source sequence into blocks of � 	98 symbols each
and appends �.��� 	:* zeros to each block. Each received block
has � � + ���3����	 �#" symbols. The normalized least squared
channel error (NLSCE), denoted as ;�<
= , is used as the figure of
merit for channel identification and is defined as follows.; <�= 	oe?>� �.�Ze ��@ e��ge � � (20)

where >� and � are the estimated and the true channel vectors
respectively. The estimated channel is used for recovery of the
source symbols using a zero forcing equalizer. Bit Error Rate
(BER) is the figure of merit for source recovery. The simulated
NLSEC is shown in Figure 1 and the corresponding BER is pre-
sented in Figure 2. The results show that using only two blocks
to estimated the channel and recover the channel leads to an ac-
ceptable BER. Figures 1 and 2 also show an improvement of the
NLSCE and BER when using 8 blocks ( 8V" received symbols).
This result demonstrates that with the same number of received
symbols our method outperforms the algorithm SGB in [19].

5. CONCLUSION

Guard intervals are often inserted between blocks of symbols to
prevent inter-block interference by a number of communication
systems. Exploiting the guard interval property in each block, this
paper proposes a new method that solves the problem of channel
identification in the � -domain. Simulation results verified the pro-
posed method and corroborated the theoretical results.
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